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A BRIEF ON EMBEDDED SOCIETAL SECURITY

Bengt SUNDELIUS

Abstract: The traditional dichotomy of security threats and responses cannot serve
as a basis for developing national and international security arrangements and in-
stitutions in the Twenty First century. This article presents the concept of societal
security and the notion of intermestic domain allowing to bridge state security and
human safety challenges and to build trans-boundary linkages across domestic and
international levels of response. Such holistic approach, that places societal security
at the core, is manifested in the Solidarity Clause of the Constitution of the Euro-
pean Union. The implementation of the concept would provide for efficient devel-
opment of security arrangements within the European Union, between European
countries and the United States. Enhanced societal security across the Atlantic
could become a core mission for the future work of NATO and the wider Partner-
ship for Peace community.

Keywords: Security Risks, State Security, Human Safety, Crisis Management,
Intermestic Domain, Solidarity Clause.

The twenty-five member states of the European Union, including Sweden, are now
undergoing serious rethinking about security. In the Brussels focused networks, novel
ideas are being presented and debated in a common search for better tools to deal
with the security challenges of the future. Traditional fears are combined with revised
notions of the consequences of living within a Risk Society. A Solidarity Clause has
been included in the proposed Constitution of the European Union, as adopted by the
European Council in June 2004. In this political pledge, the member states commit to
give all necessary assistance to the other members in the case of a terrorist attack and
in a natural or man-made disaster. In this holistic approach, procedures for war-like
scenarios and peace-time emergencies merge, internal and external security are in-
terlocked, and the ambitions of enhancing state security and providing citizen safety
become blurred.

There is a paradigmatic shift in Europe from the national defence systems of the Cold
War to the evolving notion of embedded societal security. The member states of the
EU are developing novel practices for dealing with security challenges from abroad,
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at home and not least within its intermestic sphere. The latter domain becomes a pri-
mary playing field for the pursuit of embedded societal security in and by the Union.
Several types of actor-focused and structurally-based threats can be faced in Europe
in the foreseeable future. These developments will affect both the security challenges
faced and our abilities to meet them in effective and legitimate ways.

This paper presents an overview of the types of threats and challenges that can be
faced in Europe over the next ten years. This provides an important departure point
for a discussion on the various instruments one may use to respond to these threaten-
ing situations. The conceptualisation of societal security, as opposed to territorial se-
curity, will be coined. Some trends of post-modern society and trans-national inter-
connectedness will be outlined. The EU is in the midst of developing novel practices
for dealing with trans-boundary security challenges. In this paper a conceptual de-
parture point is presented for such evolving practices across traditional concerns with
state security and human safety.

Security Challenges Ahead

First, actor focused threats have to be considered. In classical security policy think-
ing, threats are actor focused and the classical threat is an armed attack by another
state. This scenario constituted the essence of the East-West military confrontation. It
is still part of the mission for NATO and for all nation states to plan and prepare for a
military attack in this classical form. This contingency is nhow more urgent in other
parts of the world than in Europe. Still, the 1990s were a tragic decade of armed con-
flicts among European national entities.

If one drops the notion of the state, one can focus on another actor focused threat: an
armed attack by “another.” September 11 was an example of an armed attack by “an-
other.” March 11 was another memorable example of this category. Another some-
thing is possible as a source of armed attacks and a network of terrorists is considered
the most likely Other. What would be the most proper instruments to cope with that
kind of challenge? Are the instruments that were developed to deal with military in-
vasion, i.e. an armed attack by another state, also the most appropriate to deal with an
armed attack by “another something?” Should such violent threats be framed as le-
gitimate national defence concerns, as an area for criminal investigations and police
authority, or as the evolving internal-external hybrid of societal security? The choice
of framework will have consequences for the appropriate legalities and the instru-
ments chosen to deal with this type of armed attack.

Europe has a legacy of violent terrorist attacks going back to the days of the multina-
tional empires of Russia, Austria-Hungary, and Germany. In the 1960s, and particu-
larly in the 1970s, a number of terrorist attacks were again experienced on this conti-
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nent, including in Sweden.! In the United Kingdom, Spain and France terrorist bomb-
ings occur at regular intervals.? In many ways, armed attacks by “another” manifest
traditional challenges to national and international security. This form of violent pro-
test against the established political order will be with us for a long time.

A third actor focused threat is an attack by another state. Not all such attacks neces-
sarily involve lethal means. Classical coercive instruments for threatening other par-
ties are economic warfare, psychological warfare, etc. One can build on networks in
trade, finance, energy, and so forth to manipulate other countries. There are many il-
lustrations over the last 100 years of attacks by another state that are coercive, but not
instantly deadly. How does one deal with these?

During the 1980s, the US pursued an economic warfare campaign against the Warsaw
pact through the COCOM system.® This multilateral strategy involved the control of
high technology exports in order to undercut the industrial and technological devel-
opment of the Soviet Union and its allies. This was a form of attack by another state
on certain countries. This coercive type is commonly pursued. It can be viewed as an
indicator of superior might, as violence is not necessary to achieve a given policy
objective. These types of non-military threats to national independence and even sur-
vival are very likely to be with us in the future as well.

Fourth and last of the actor focused threats is the attack by “another.” You have a
non-violent attack, not pursued by another state but by another. It could be an isolated
incident or event, e.g. an information operation. How can one know initially who or
what controls an antagonistic information operation? Is it directed by another state,
by a terrorist network, by a criminal syndicate, or by an individual hacker?* Is it, for
example, a teenager in Germany who is merely interested in throwing havoc into the
international information system, as in the Sasser incident? How do you know for
sure, when you have to respond to such an attack under severe time pressure?

So far the discussion has been limited to actor focused threats, which is the traditional
form of national security concerns. In security planning one traditionally thinks of the
antagonistic Other: a person, a government, the enemy, be it a network or a foreign
government, or an evil leader. The horizons can be further widened and include also
the so called structural threats. Structural threats are not actor / agency focused in an
antagonistic sense. Rather, consequential situations simply evolve without any intent
to harm.

This challenge can be illustrated with two threatening types. The first is a collapse of
neighbouring systems, where nobody is at fault in a direct sense. There is no culprit.
There is no evil Other.” A nuclear plant is destroyed through malfunctions. Something
serious goes wrong in Chernobyl or in Ignalina. Energy shortfalls or power blackouts,
they just happen and they are with serious safety consequences. Deadly epidemics of
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various kinds may brake out and spread quickly. Consequences are often widespread
and deadly like in violent attacks by some Other.

Within the EU there is an interest in the survival of the neighbouring countries. One
needs to ensure in various ways that they do not collapse with grave consequences for
themselves and for others. Collapses in the EU near abroad are likely to spill over
into our own national security systems.® This has been a classic security concern and
it was highlighted during the decade after the collapse of the Soviet Union and of the
Yugoslavian Federation. This type of security challenge will remain on the agenda for
the implementation of the EU security strategy.

In the second type of structural threat—a severe domestic disturbance—consequential
events develop within our own societies. Serious accidents, disasters, infrastructure
collapses, riots or epidemics spin out of control and have national security implica-
tions. They could lead to political up-scaling. Public authorities may enforce severe
crisis management efforts that seem effective in dealing with the accident, with the
riot or the emergency. Draconian measures also may undermine the legitimacy, the
democratic values or the judicial system of society. Many countries search the bal-
ance between effectiveness in solving the particular problem, on the one hand, and
not undermining over time values, interests and aspirations towards democracy, mar-
ket economy and individual rights, on the other.” Enhancing security in a wider sense
may be compromised for the sake of resolving the acute situation. Severe domestic
disturbances in European societies could also be a form of structural threat that has to
be coped with by public authorities.

One can note over time a shift away from a political focus on the security of the ter-
ritory, a concern with keeping the geographical parameter intact in some fashion.
That is the classical concern — the attack by another state. In the future, the political
concern will be over the security of critical functions of society. It is not the territory
that is at stake, but the ability of the government and civil society to function, critical
infrastructures to be maintained, the democratic ability to govern, to manifest certain
basic values and so forth.® This paradigmatic shift from a territorial to a societal secu-
rity focus influences the thinking within the EU.

Trends Affecting Embedded Societal Security

What trends can be observed in the academic literature on societal developments that
are significant for the future ability to enhance national and EU-based societal secu-
rity? A number of enduring developments are significant within societies, in the rela-
tionship between society and the state, and, not least, among societies and govern-
ments. The aspects noted below have bearings on how governments can respond to
and recover from those serious security threats reviewed above.
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Geopolitical space is replaced by a time driven high pace logic of societal security
challenges and countermeasures. Seemingly obscure developments in the health sec-
tor in a rural region of China in the winter of 2002 were rapidly transformed into a
global concern over the rapidly spreading SARS epidemic. Draconian measures af-
fecting individual rights and business practices were initiated in several East Asian
nations. Far away Toronto was faced with its own public health crisis over how to
cope with the new disease. Distances are not only determined by geography. Prox-
imity can be measured by the time factor as continents and world cities are intercon-
nected through easy air travel or by intercontinental missiles.’

In Europe an early warning sign of this trend was manifested in the 1986 Chernobyl
disaster. A cloud of radiation was then transmitted by the high winds from the acci-
dent site in Ukraine across Central and Northern Europe. The fall-out caused consid-
erable damage to human and animal health, farming and businesses along its way.
The effects on the ground have endured over a decade. This early example of rapidly
moving, trans-boundary threats to societal security originated in a technical accident.
With the possibility of antagonistic threats striking vulnerable infrastructures, the real
time character of these threats stand out even more.*°

National governments need to be geared towards dealing with the security issues re-
lated to the critical functions of society and the requirements of governance. It is im-
portant when planning for national defence and international security not to build new
vulnerabilities into infrastructures or into the fabrics of societies. Vulnerabilities can
open up functional access points, channels of penetration for attacks by “another,”
whatever that Other may be. Geopolitics and space used to be very important in stra-
tegic planning. With an ever more advanced information technology, it is not space
but pace that is the important defining strategic element. The time dimension is also
at the core for national security planning.

The technological complexities of modern society open for high-risk, tight couplings
across sectors and across national borders. Infrastructure interconnectedness has be-
come part of our daily lives as society depends on reliable systems for energy supply,
robust communications, and functioning IT-networks. These spheres of activity are
mutually dependent on each other. A breakdown in one system may give immediate
effects in another. For example, without electricity there will be no IT-function and
telephone services will be problematic. Similarly, with a breakdown of an IT-net-
work, electricity supplies may be interrupted. The combination possibilities of system
flaws are enormous with such interconnectedness.*!

Naturally, antagonists wishing to inflict harm upon a society have interests in finding
the critical points, where various infrastructures connect. A major task in planning for
societal security is to transform potential vulnerabilities linked to this technological
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complexity into high reliability systems.*? This is an open-ended process involving
many societal sectors and numerous government agencies. It cannot be accomplished
without the active participation of those that actually own and control most of these
infrastructure networks, i.e. the private business sector.

The public expects good governance, but with less government. Over the last decade
this trend has been clear in most societies. Public service functions have been placed
in private hands, outsourced through contracting. National bureaucracies have been
trimmed into lean, no slack machineries. Mandates for sector oversight rather than for
delivery responsibilities have been prioritised. In the name of effective governing,
parliaments have reduced the built-in redundancies often linked to previously-priori-
tised national defence concerns. One result of these efficiency reforms has been that
public authorities in emergencies command fewer resources and less skilled man-
power relevant to ensuring societal security.

In the same way as industry during the Cold War was strongly motivated to support
national defence in the face of an armed attack, one must now stimulate businesses to
contribute to a hardening of those high-risk infrastructure complexities that are criti-
cal to the functionality of society. Efforts must be directed towards both preventive
measures and preparedness to cope and recover, whenever various intentional or ac-
cidental hazards occur.™

Since many of the public services that can prove critical for societal security moved
into private hands for reasons of more efficient government, questions arise regarding
dependencies across the public-private gap. Can this interaction be seen as a relation-
ship of mutually beneficial dependency? Or, do asymmetrical vulnerabilities exist that
can form the basis for influence and manipulation by one of the parties? Private-pub-
lic partnerships need to be developed in many sectors.™ Societal security includes the
ability to recover from a dramatic threat or a systemic breakdown. Questions of ac-
countability must be clarified prior to a crisis resulting in the painful blame-game dy-
namics.’® In this post-trauma phase the private sector is an important ally or foe to
those with authority and responsibility to safeguard the security of the nation and its
citizens.

Infrastructure failures, such as power outages, can directly cause considerable harm.
In addition, they generate second and third order consequences of often even greater
and enduring harm to society. In a blackout, like in New York in August 2003, nu-
merous services were interrupted.'’ For this reason hospitals and other emergency in-
stallations keep backup systems. Still, most basic functions of society are not covered
in this way due to cost limitations. Infectious diseases can spread across populations
and demands for vaccinations, for isolating the infected, and for controlled hospital
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care often rise very quickly.'® Cascading effects evolve in uncontrollable ways when
some dormant risk contingency suddenly becomes a reality.

In an urban heat wave, as in Paris during the summer of 2003, thousands of very
young and elderly people died due to inadequate planning for such a contingency.*®
This consequence generated widespread public criticism at the health services and in-
directly at the public officials responsible for providing adequate services. Political
accountability was being manifested for the human consequences of a lack of prepa-
rations for an extreme weather situation. The Spanish government was held responsi-
ble for its misdirected labelling of the culprits of the terrorist train bombings in
March 2004 in the national elections. The consequences of this election victory for
the social democratic opposition have so far been significant for Spain, for the war in
Irag, and for the evolving European Union. The effects of crises cascade beyond the
events themselves in unpredictable ways.

It is not only how you act, but also the appearance of what you do or do not do that
leaves an imprint in the public mind.?’ The importance of mass media has been
widely highlighted in the processes of framing public issues, building expectations,
placing blame, and in shaping composite images of leader success or failure in the
face of security threats. George W. Bush became President after a narrow majority
vote of the U.S. Supreme Court. He became the President of the American people in
the shadow of his public leadership during the dramatic events of 9/11. The Spanish
Prime Minister lost the parliamentary election immediately following the Madrid ter-
rorist bombings. This political defeat was in part caused by the image of manipulation
and misdirected blaming that the media transmitted to the Spanish public.

The presence of media increases pressures on high stakes decision-making, when
facing threats to societal security. Deadlines for action are not only set by the situa-
tion at hand, but time parameters are equally determined by media demands for news
at certain intervals. A lack of newsworthy information in a timely manner can lead to
difficulties to handle media probes inside an organisation. Considerations of how to
communicate actions or inactions through media become as important to success as
calculations over what to do and what to avoid in certain consequential situations.**

Trans-national media coverage increases with advances in communications technol-
ogy. Local events can blow up into global concerns, when for example CNN makes
an editorial decision to focus its interest upon a given situation. Such up-scaling of
attention may occur rapidly and add to the pressures of local authorities in an already
difficult situation. Few national or local officials are prepared to deal with the de-
mands of the international media corporations.??

Public expectations of government performance remain high in the face of a wide
spectrum of threats to state security and to individual safety. At the same time, the
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available resources under the direct command of national public authority to meet
such threats have been redefined and often reduced in scope and magnitude. This de-
ficiency has not yet been compensated for by enhanced multinational capacities. In
spite of a general awareness of the importance of pooling resources internationally
when confronting trans-national threats, little added value in terms of tangible re-
sources is yet generated from such cooperation. Statements of solidarity have been
combined with ad hoc arrangements for mutual assistance when large-scale disrup-
tions of societies have occurred. The governing structures for handling threats to em-
bedded societal security are still national in focus. The potentially great resource mo-
bilization possible through, for example, implementing the Solidarity Clause has so
far been untapped.

The mental maps of European security elites were fixed by the Cold War and had to
undergo a rather difficult and painful redirection over the last ten years. The mental
scrap (not the metal scrap — it is also a problem) from the Cold War is still influenc-
ing security thinking in European and North American ministries. Unlearning of ob-
solete mindsets is needed in addition to some new learning about the types of security
challenges reviewed above.?

It is important that the EU is not only inter-operative in technology and communica-
tions when assisting each other in emergencies. We need to be inter-operative when it
comes to understandings and knowledge as well. We need shared bench marking for
good performance, not so good performance, and best practices. One vital resource in
that cumulative effort is expertise and organisational capacity. We should think about
interoperability in terms of shared knowledge as well as a common training base for
joint efforts.

Considerable research is conducted on the new security issues in many countries.?
There is a wealth of observations, generalisations, and lessons. It is important that the
understandings formed through this effort are being transferred from the ivory towers
and think-tanks to facilitate organisational learning. A distinction can be made be-
tween organisational learning and individual learning. We can hopefully learn as in-
dividuals, but can public organisations learn? Or do government agencies merely
change and adapt to circumstances? Can they learn in a cumulative way, i.e. that they
add to their knowledge base and expand their repertoire? Learning is a complex mat-
ter when you move beyond individual learning to collective and organisational
learning. This is a huge subject for academic debate and institutional design propos-
als.”

It is important to build knowledge about societal security in all EU countries, as an
analytical underpinning for the implementation of the Solidarity Clause. New re-
quirements are levied on think-tanks to develop such knowledge in partnership with
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policy agencies and operatives. One needs knowledge about security threats and
strategies that is both based on scientific research and on practical experience. Such
centres of knowledge production and transfer need to be linked in trans-national and
co-operative networks. This knowledge-building enterprise should extend across the
Atlantic as well as to other global centres.

Domains of Societal Security

How do governments organize their professional corps to meet the security chal-
lenges of the 21* century? Fundamental changes are underway throughout Europe as
well as in North America. The prospects for policy diffusion, mutual learning, and in-
stitutional adaptation are very real. In the EU, one speaks of the Europeanization of
national structures and procedures also in the area of defence and security.?® Simi-
larly, mutual learning or adaptation across the Atlantic is most likely.

Figure 1 gives the traditional two-track professional approach to state security and
human safety. This format has been used in Sweden and in many other nations. Dif-
ferent parts of the government machinery have responsibility for and authority to en-
hance the security of the state and to protect the safety of citizens. A sharp dividing
line has been upheld between these two spheres of authority in many countries. Dis-
tinct professions have developed with separate training programs, rules of engage-
ment, and operational practices.

Objective Domain:
Domestic Sphere International Sphere
State Security Law & Order National Defence
Human Safety Rescue Services International Disaster
Assistance

Figure 1: Concepts and Domains of European Security.

Similarly, a dividing line has been upheld between the concerns of the domestic
sphere and the responsibilities focused toward the international setting. State security
at home has been the responsibility of the criminal justice system and special counter-
intelligence services. The defence sector has focused on mobilizing resources against
overt external threats to state security. The Constitutions of many governments rein-
force this separation between the spheres of enhancing state security from external
threats and from domestic upheaval or penetrations. For the safety track, rescue ser-
vices have been built at home. These national assets are also used for international
disaster assistance. Such humanitarian operations are distinct from the international
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focus of the defence sector. In both tracks, collaboration with partners or allies
abroad is well developed.

Figure 2 gives the more recently evolving Nordic three-track approach, where socie-
tal security becomes the core of the national mobilization of resources. Several ele-
ments that traditionally have been kept apart are becoming fused; procedures for war
and peace merge, internal and external security are interlocked, and the ambitions of
enhancing state security and providing citizen safety become blurred. This holistic
approach, that places societal security at the core, is also manifested in the Solidarity
Clause of the Constitution of the European Union as adopted by the European Coun-
cil in June 2004.

Objective Domain:
Domestic Sphere International Sphere
State Security Law & Order National Defence
Societal Security CM Capacity International CM Capacity
. International Disaster
Human Safety Rescue Services Assistance

Figure 2: Concepts and Domains of Emerging European Societal Security.

Different parts of the EU machinery have primary responsibility for the six domains
in Figure 2. The societal security track bridges the conceptual and professional gap
between the high politics concern with security in terms of the Union as a state-writ-
large, and, on the other hand, the more network-based focus on the safety of humans
inside and outside of the Union. In this bridging perspective, priority tasks for a se-
cure community of twenty-five would be to safeguard the functionality of civil socie-
ties and the capacity for democratic governance.

Without a holistic perspective on the totality of EU engagements on behalf of security
and safety inside and outside the borders of the Union, the six distinct policy domains
in Figure 2 would fragmentize into isolated spheres of professional, sector interests.
Also, setting resource priorities across these operative spheres is only politically
manageable with a holistic conceptualisation that spans across the domains into an
overall societal security paradigm for the Union and its component member states.

In Figure 3 an additional EU domain is added in between the domestic sphere and the
international setting. In the intermestic sphere, the necessary trans-boundary linkages
across the domestic and the international levels are highlighted. Drawing on the dis-
cussion of trends affecting embedded societal security in the previous section, it is
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clear that this intermestic sphere is an important security domain for the Union. Its
importance is symbolized in the Solidarity Clause of the proposed Constitution. In
this statement of a common political commitment to embedded societal security, both
a concern with state security and the requirements of human safety are included. The
solidarity pledge cuts across these distinct professional tracks and it fuses the domes-
tic-international nexus. The intermestic domain becomes a primary playing field for
the pursuit of societal security in and by the Union.

Objective Domain:
Domestic Sphere Intermestic Sphere International Sphere
State Security Law & Order Counter- terrorism National Defence
. . . - International CM
Societal Security CM Capacity Solidarity Clause Capacity
. . . International Disaster
Human Safety Rescue Services Civil Protection Assistance

Figure 3: Concepts and Domains of European Embedded Societal Security.

Embedded societal security has to be multi-sector. There has to be safety and security
cooperation and preparation in and between, for example, the health, financial, food,
or transportation sectors. It has to be multi-level. The consequences of various threats
have to be managed and prepared for at all levels. Responsibilities range from the lo-
cal, regional, national, and across borders to the European level. The shared perspec-
tive has to be multi-institutional and tri-pillar. The EU Commission (also among the
directorates), the Council, the Parliament, and many autonomous EU agencies have to
be involved and be able to cooperate. Societal security has to be conceived of as a
multi-national concern. 25 member states plus the institutional complex in Brussels
must develop a common outlook. Organisational relationships need to be designed
and tested in support of a secure European Union.

Toward Embedded Societal Security across the Atlantic

Yet, preparations for European societal security cannot be conducted in splendid
isolation. This demanding collaborative effort must be multi-continental in approach
in order to be effective. The societal security paradigm must bridge across the Atlan-
tic to the USA, as well as to other global partners. Steps can be taken to transform the
existing, alliance based Atlantic security community into a secure trans-Atlantic So-
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cietal Security Community. The question remains how to link the novel European no-
tion of embedded societal security with the US Homeland Security program?

European societal security, like Homeland Security in North America, concerns sur-
vival in several dimensions. In this high-stakes challenge, there is every reason to be-
gin the difficult process of moving different conceptualizations of security closer to a
more practically focused working partnership. When we know more about others’
preferred arrangements, we also know better where we can find commonalities and
where hard choices have to be made in order to reach a common good. It is hoped
that this brief on the notion of embedded societal security can contribute to such a
common outlook. The analytical work should now be initiated for drafting a concrete
blueprint for the implementation of the novel ideas that were expressed through the
political pledge of the EU Solidarity Clause, concerning security and safety at home,
abroad and in-between.

The US Homeland Security program needs to be matched with the programs of nu-
merous and distinct European national systems and, in addition, with the Brussels-
based arrangements. All these parts are very much in a formative phase, even though
their departure point has been the spectrum of security threats that was surveyed ear-
lier in this brief. One trans-Atlantic vision could be an extended form of Homeland
Security built on numerous bilateral arrangements, much like the negotiated deals for
US military bases around the world. The Western intelligence regime is constructed
through such bilateral links with Washington at the core of the information wheel.
This US-led arrangement has worked well and discreetly for decades, for its defence
related purpose.

Another vision would be a multilateral partnership between a US government that ap-
preciates its “outland” vulnerabilities in matters of homeland security and a coherent
EU policy for embedded societal security. The shared political agenda would then be
to create several working-level multilateral processes to transform the existing Atlan-
tic alliance into a secure Euro-Atlantic community. Practical measures towards this
end should be undertaken at several levels and in many sectors. Working teams
should be established to prepare for common outlooks among relevant officials. Pol-
icy pledges for enhanced partnerships must penetrate downstream into the operational
settings of the many institutionalised stakeholders of the societal security sphere. Or-
ganisational and mental barriers must be overcome across jurisdictional, sector-based
and professional boundaries.

One cost effective means to open up entrenched rigidities would be to plan and exe-
cute several interactive training workshops. Responsible policy makers and elected
officials from several nations would in workshop settings deal intensively with some
scenario-based trans-Atlantic threat situation. A shared contingency awareness and a
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mutual learning process would develop through such experiences with concrete deci-
sional security dilemmas. An excellent example of such learning tool was the Atlantic
Storm simulation that was conducted in Washington on January 14, 2005. The sce-
nario-based game engaged prominent former statesmen and active policy shapers
from a sample of European governments and from North America. The lessons
learned from this exercise were widely noted in media.?” The format was tested in
March by members of the new House Homeland Security Committee of the US Con-
gress. Similar multilateral workshops ought to be convened in Europe.

Enhanced societal security across the Atlantic could become a core mission for the
future work of NATO and the wider Partnership for Peace community. The Nordic
nations together with the USA could offer a lead in developing such a Partnership for
Training within the PFP. Such a working agenda would serve to link together the
rapidly evolving programs for societal security in and of the EU and the primarily in-
ward looking dynamics of the massive US investment in institutions and policies for
Homeland Security.
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